FeoCUS GROUP

Cyber Security SOC Solution (IT+OT+IOT)

In partnership with TripleCyber Information Security



TripleCyber

Information Security



TripleCyber are the exclusive partnersof F@ CUS GROUP

TripleCyber have developed a unique 360 cyber security solution specifically
designed for critical infrastructure, financial service providers, communication and
transaction services

TripleCyber’s 360 solution provides a comprehensive ‘bird's-eye view’ of all
communication network channels (and all protocol and network layers), all the way to

the end user / retail customer
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360 APPROACH

The 360 TripleCyber solution monitors the external organisational internet channels
In @ non-invasive manner to detect, identify and prevent different types of cyber
attacks and threats

Provides remote monitoring, analysis and detection of cyber threats and attacks on a
24/7 basis to the entire infrastructure and all internet and mobile channels of an
organisation

Offers customer support with 24/7 detection, warning and threat removal system

Has a global intelligence collection capability coupled with analysts (Tier 2 + 3) to
analyse, respond and prevent threats and attacks from a centralised Security

Operations Centre (SOC) @ GROUP



360 PACKAGE

Essential Cyber-Business fully comprehensive suite for small to medium sized
businesses and large organisations

Secure architecture while continuously monitoring and analysing threats to protect IT
assets

Intelligent analysis of security events generated by all IT systems in the organisation,
iIncluding mobile devices

Aggregation of security events from websites, external sources and sensors

A team of highly trained security experts then use a unique correlation & analysis
engine (developed by TripleCyber-Labs) to analyse data, detect attack patterns and
provide predictive cyber defence abilities

24/7 Customer support, monitoring, detection and threat removal © GROUP



CYBER 360 DEMO
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https://business.cellcom.co.il/cyber/demo/

SECURITY OPERATIONS CENTRE (SOC)

The main challenges of a conventional SOC:

1,000... 10,000... 1,000,000 log files every day (produced by data sources)
High ratio of false positive alerts (7-8/10)
Large number of cyber technologies

Large amount of analysts
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TRIPLECYBER UNIFIED CYBER SOC
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TripleCyber

Global

Supply Chain
Control Systems
Medical Centers
Vehicles
Vessels
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TRIPLECYBER SOC PLATFORM

Industrial CyberSecurity SCADA/OT
Devices
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TRIPLECYBER GLOBAL SOC & INTELLIGENCE NETWORK
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TRIPLECYBER SOC - INCIDENT CYCLE
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ADDITIONAL CYBER SECURITY SERVICES

Incident Response Services

Cyber Intelligence Services
Security Assessments and Penetration Tests

Cyber Security Trainings
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360 SOLUTION

Full-cycle IT /OT service all the way down to the retail customer

Superior IT/OT infrastructure

Globally managed 24/7

Analyst capabilities Tier 2+3

Cutting-edge Cloud automation technology for SOC

Affordable for SME’s

Unique IT+OT+IOT Unified SOC solution

Comprehensive support services across all products and service levels of an organisation

Unique global intelligence collection (smart correlations between customer, other customers and
global cyber attacks)

Sh ducti f cyber risks in th twork Il ch I ,
arp reduction of cyber risks in the network across all channels & GROUP



CLIENTS

- JTelecoms

- Financial Service Providers
- Critical Infrastructure

- Medical

- Lottery & Casino
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FeoCUS GROUP

Joe van der Walt
CEO

+27 79 516 8710

joe@focusholding.net
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www.focusholding.net

info@focusholding.net

Emma Wyndham

Head of Strategy & Business Development

+27 76 958 2560

emma@focusholding.net



